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We present CMoSS, a framework that enables modular specifications, design and 
reduction-based proofs of security for practical cryptographic protocols.
CMoSS, building on MoSS, supports complex and practical requirements and 
models, including various types of delays and failures.
In particular, CMoSS extends MoSS by supporting composition of protocols, 
facilitating modular, top-down specifications, design and analysis.
Composition of protocols in CMoSS is simple, and we show that it preserves the 
properties (requirements) of the composite protocols, under  certain conditions.
We define satisfaction of requirements assuming a model and a black box, and 
show that this definition enables natural forms of protocol composition
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